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Abstract 

Nigeria has both the largest economy and population in Africa, and this contribute to the 

growth and fast expansion of ICT and the use of Internet in Nigeria. Like other 

technologies, Internet has been used by both good and bad actors. The use of internet and 

computer to commit crime is costing global economy the loss of billions of dollars. In 

Nigeria, the majority of the population use the Internet for good but some few are using it 

to commit criminal activities such as Fraud. Cybercriminals in Nigeria, widely called 

Yahoo Boys in the country specialize in Internet fraud that target mostly International 

victims. The Nigeria government is stepping efforts to bring an end the activities of these 

criminals as their actions tarnishes the image of the country. While the efforts of the 

government had yielded some positive results, the threat of Cybercrime in Nigeria is still 

high, as criminals continue to take advantage of flaws in the law enforcement tactical 

approach in addressing the crime. This paper discusses an overview of Cybercrime in 

Nigeria, the common types of Cybercrime that is perpetuated from the country and the 

reason of doing so. It also discusses the government's success and areas of strength in its 

fight against Cybercrime and highlight the areas of weaknesses. Recommendations and 

suggestions are made on how law enforcement and the government at large can improve to 

tackle Cybercrime better in Nigeria. 
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